
LOWER RIO GRANDE VALLEY DEVELOPMENT COUNCIL

(LRGVDC)

Privacy Policy

This privacy notice discloses the privacy practices for www.lrgvdc.org. We will protect 

your information consistent with the principles of the Privacy Act of 1974, the E-

Government Act of 2002, and the Federal Records Act. This privacy notice applies solely 

to information collected by this website. It will notify you of the following:

1.    What personally identifiable information is collected from you through the website, 

how it is used and with whom it may be shared.

2.    What choices are available to you regarding the use of your data.

3.    The security procedures in place to protect the misuse of your information.

4.    How you can correct any inaccuracies in the information.

Information Collection, Use, and Sharing

We are the sole owners of the information collected on this site. We only have access 

to/collect information that you voluntarily give us via electronically or other direct 

contact from you. We will not sell or rent this information to anyone.

We will use your information to respond to you, regarding the reason you contacted us. 

We will not share your information with any third party outside of our organization, 

other than as necessary to fulfill your request.

Unless you ask us not to, we may contact you via email in the future to tell you about our 

services, or changes to this privacy policy.

Your Access to and Control Over Information

You may opt out of any future contacts from us at any time. You can do the following at 

any time by contacting us via the email address or phone number given on our website:

·         See what data we have about you, if any.



·         Change/correct any data we have about you.

·         Have us delete any data we have about you.

·         Express any concern you have about our use of your data.

 

Cookies

We employ cookies and similar technologies to keep track of your local computer’s 

settings such as which account you have logged into and notification settings. Cookies 

are pieces of data that sites and services can set on your browser or device that can be 

read on future visits. For instance, when we use a cookie to identify you, you would not 

have to log in a password more than once, thereby saving time while on our site. Cookies 

can also enable us to track and target the interests of our users to enhance the 

experience on our site. The usage of a cookie is in no way linked to any personally 

identifiable information on our site. We may use third party web site analytic tools on 

our website that employ cookies to collect certain information concerning your use of 

our services. However, you can disable cookies by changing your browser settings. 

Further information about the procedure to follow in order to disable cookies can be 

found on your internet browser provider’s website via your help screen.

 

Security

We follow industry standards on information security management and training to 

safeguard sensitive information, when and if collected, such as financial information, 

intellectual property, employee details and any other personal information entrusted to 

us. Our information security systems apply to people, processes, and information 

technology systems on a risk management basis. 

Whenever we collect sensitive information (such as credit card data), that information is 

encrypted and transmitted to us in a secure way. You can verify this by looking for a lock 

icon in the address bar and looking for "https" at the beginning of the address of the 

Web page. While we use encryption to protect sensitive information transmitted online, 

we also protect your information offline. Only employees, on a need to know basis, who 

need the information to perform a specific job (for example, employment, billing, or 

customer service) are granted access to personally identifiable information. The 

computers/servers in which we store personally identifiable information are kept in a 

secure environment with limited personnel and access control.



We take steps to protect your Personal Information from unauthorized access and 

against unlawful processing, accidental loss, destruction, and damage. We will only keep 

your Personal Information for as long as we reasonably require it and, in any event, only 

for as long as the Data Protection Legislation allows. Where you have chosen a password 

which allows you to access certain parts of the site or email, you are responsible for 

keeping these passwords confidential. We advise you not to share your password with 

anyone. Unfortunately, the transmission of information via the internet is not 

completely secure and, although we will take steps to protect your Personal Information, 

we cannot guarantee the security of your Personal Information transmitted via the 

Website, any transmission is therefore at your own risk.

Visiting Other Websites

This website may contain links to local, state, federal, international agencies, private 

organizations, and some commercial entities. These websites are not within our control 

and may not follow the same privacy, security, or accessibility policies. These links 

should not be construed as an endorsement by the LRGVDC of these sites or their 

content.  We encourage our users to be aware when they leave our site and to read the 

privacy statements of any other site that collects personally identifiable information.

Privacy Policy Contact Information

If you feel that we are not abiding by this privacy policy, please contact our Business and 

Operations Information Technology Department or Executive Director, 301 W. Railroad 

ST, Weslaco, Texas or via telephone at (956) 682-3481.


